
Posted:  July 24, 2019 
 

  
 POSITION ANNOUNCEMENT 
 
TITLE: SENIOR SYSTEMS & NETWORK ADMINISTRATOR DEPT: ICASA  
 
REG     TEMP      FULL TIME     PART TIME      
 
STARTING RATE or SALARY RANGE $85,000 - $95,000 
Employees being promoted to a higher classified position receive the minimum for the position or a pay rate adjustment of 8% 
whichever is greater.  
INTERNAL POSTING THROUGH: August 1, 2019* CONSIDERATION WILL BE GIVEN FIRST TO TEMPORARY AND REGULAR TECH EMPLOYEES WHO APPLY 
WITHIN THE 7 DAY INTERNAL POSTING.  APPLICATIONS RECEIVED AFTER THE 7 DAY POSTING MARGIN WILL BE CONSIDERED WITH OTHER OUTSIDE APPLICANTS. 
 

 
JOB DUTIES: 
As Senior Systems Network Administrator, responsible to architect, administrate, and maintain the critical 
server, desktop, and laptop compute environment for ICASA, as well as to support infrastructure and analytic 
tools utilized by ICASA personnel. Responsible for the configuration, installation, testing, monitoring, operating, 
troubleshooting, and maintenance of: server hardware and software; desktop and laptop hardware and 
software; and network infrastructure. Participate in the research and development of compute platforms, 
environments, and solutions enabling of and in conjunction with technical projects underway at ICASA.  
Contribute to the overall cybersecurity posture of the institute.  Will serve as a member of a team of system 
administrators receiving tasking from the team leader. 
 
 
 
 
REQUIRED QUALIFICATIONS: 
Bachelor’s degree required - Area of study:  Computer science or Information technology. Knowledge of 
Windows, Linux, and OSX operating system and networking skills required. Unix, Windows, and/or 
Macintosh systems administration certification(s) desired. Cybersecurity, information assurance, and/or 
related certification(s) desired. proficient in MS Windows Server 20XX and Redhat 7+ required.  Knowledge 
of Relational Database Technology desired. Familiarity with Cloud Computing Technologies and Platforms 
desired. Experience with using Linux/Open Source tools for network security duties (firewall, switches, VPN, 
security appliance, etc.) required. Must be willing and able to obtain and maintain a Top Secret level security 
clearance required. 
  
  
 
  
 
 
 
 
 
 
 
 
 Apply to: New Mexico Tech, Human Resources 801 Leroy Pl.  Brown Hall Box 134, Socorro, NM  87801-4796 


